
Intralinks Brexit Position

With the United Kingdom (UK) exiting the 
European Union (EU) on 31 January 2020, 
Intralinks has in place a number of legal 
measures to make sure there is minimal  
impact to our clients’ businesses.

For clients who would prefer to house their files directly within the EU, Intralinks also has a data centre in 
Germany. Intralinks offers the option for new contracts to be located on the German Data centre. 

The Intralinks platform uses a patented Distributed Content Node architecture that allows customers to specify 
where their files on the platform are processed and stored. Customers who wish to select this option should 
engage with Intralinks to discuss next steps.

What are the benefits?
• An Intralinks Content Node deployed 

in Germany provides a new option for 
customers within the EU.

• Improved performance of common 
activities, such as upload and downloads, 
for continental Europe customers who 
use the German Content Node.

What measures is Intralinks  
taking to protect the data  
of EU customers?
Intralinks has a strong track record of 
security, compliance and privacy within the 
organization. This includes the Intralinks 
ISO 27001 certification across all business 
functions and undergoing a full SOC 2 Type 
II audit for assurance of confidentiality, 
integrity and accountability.

These include:

Privacy Shield (updated for Brexit)

Standard Contractual Clauses
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