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The most demanding global enterprises and financial institutions use Intralinks 
VIA™ for syncing, sharing, collaborating, and managing high-value business 
content across the enterprise. Intralinks enables everything from ad hoc 
team collaboration to large-scale, mission-critical business processes. Our 
customers value our user support and professional service capabilities to 
ensure global data governance and compliance standards are met. Our single 
platform is designed for high-risk, external content sharing enabling Intralinks 
to deliver bank-grade security, integrated IRM, customer-managed encryption 
keys, native Microsoft Office Online, and a global governance model across 
any enterprise.

The ‘bank-grade’ security, risk and regulatory compliance capabilities of the 
Intralinks platform are designed for a mobile and interconnected business 
world, where control at the enterprise boundary is no longer enough to 
protect a business’s most valuable information or maintain compliance with 
an increasingly complex regulatory environment.  With the Intralinks platform, 
enterprise IT can confidently enable business requirements while reducing 
risk – addressing external sharing governance, sharing process control, 
compliance reporting, content lifecycle control and infrastructure security.  

Key security, risk and compliance benefits of the Intralinks platform include:

•	 Advanced, plug-in free information rights management with control/visibility of 
documents maintained wherever they are shared

•	 Customer-managed encryption keys allowing enterprises to maintain ultimate 
control of cloud-hosted information

•	 Multi-factor authentication

•	 Workspace certification/re-certification compliance model

•	 Option for US or EU-based content hosting

•	 Since 2005, 114 customer-led security and compliance audits; 39 third party 
application vulnerability assessments, network penetration tests and code reviews; 
annual SOC 2 assessments
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Intralinks VIA™ Pro 
For ad-hoc content collaboration, mobile 
content access, and FTP replacement.

•	 Access content anywhere, anytime, 
and on any device with Intralinks 
VIA™ Secure Mobile,  allowing users 
to work from mobile devices with 
confidence and the ability to instantly 
view, comment on, and manage files

•	 Manage Workspaces and access 
content directly from your Mac or PC 
– even offline – with Intralinks VIA™ 
Desktop Applications

•	 Share content with flexibility using 
folder-level sharing and multiple user 
roles within Workspaces

•	 Create, share, and manage 
Workspaces and participants from 
your email with our Microsoft Outlook 
Plugin

•	 Maintain control of your content no 
matter where it goes with plug-in free 
IRM by Design™

Intralinks VIA™ Elite 
Design and manage secure content 
repositories; externalize your Enterprise 
Content Management system, and 
execute content-centric workflows.

•	 Publish finalized content with 
features including workflow, 
metadata, search, and content 
indexing

•	 Accommodate more than 25,000 
internal and external users in a 
single repository

•	 Enable external content sharing 
from a single platform, including 
large-scale content distribution and 
document-centric workflows

•	 Manage access to content across 
the enterprise boundary with up to 
16 levels of permission

Two editions to meet your business requirements

TM
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Feature Intralinks VIA 
Pro 

Intralinks VIA   
Elite 

Web interface Next gen UI ILP 

Mobility  
Intralinks VIA 

Mobile  
Intralinks Secure 

Mobile  

Mobile device support 
iPhone®, iPad®, 

Android®  
iPhone®, iPad®, 

Android®  

Desktop client Windows & Mac Windows 

Personal file synchronization P  

Personal activity feed P  

MS Outlook integration P  

Large file transfer (10GB) P  P  

Blind cc sharing P  

Shared workspace file sync P  

Shared workspace activity feed P  

One-touch workspaces P    

Version tracking P  P  

Commenting P  P  
Online viewing and editing of Microsoft Office documents with 
hosted Microsoft Office Online P  P  

Folder-level permissions P  P  

Access visibility/logs P  P  

Basic user roles (Manager/Publisher/Viewer)  P  P  

File-level permissions P  

Advanced user roles P  

Fully hidden users P  

Tools for creating/managing complex permissions  Il Designer 

Optical character recognition P  P  

Full text search P  P  

Configurable content templates P  

Custom metadata fields P  

Bulk upload tools P  

Basic tasking P  

Document-centric workflows P  

User  
Experience 

Content  
Sharing &  
Collaboration 

Access  
Management  
& Permissions  

Content  
Management  

Workflow 
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Feature Intralinks VIA 
Pro 

Intralinks VIA   
Elite 

Multi-factor authentication P  P  

Advance security & risk compliance model P  P  

Encryption at rest and transmission P  P  

Multi-key encryption process with unique key per file P  P  

Available Customer Managed Encryption Keys (CMK) P  P  

Multiple geographies for data at rest (USA, UK) P  P  

Plug-in Free Advanced IRM P  P  

Single Sign On support P  P  

Active directory P  P  

Integration with Intralinks applications P  P  

Content integration framework P  P  

Microsoft SharePoint Connector P  P  

Salesforce.com Connector P  P  

Intralinks APIs P  P  
Dedicated Customer Service Manager (CSM) for startup an ongoing 
support P  P  

24x7x365 support online or by phone (140 Countries) P  P  

Enable/disable desktop access P  P  

Enable/disable mobile access P  P  

Expiration of Workspaces P  P  

Enable/Disable platform messages P  P  

Manage user notifications P  P  

Whitelist/blacklist for users P  P  

File access reporting P  P  

Usage reporting P  P  

User access reporting P  P  

Multiple user enablement P  P  

Individual user enablement P  P  

Activation notice resend P  

Information 
Security 

Information & 
Geographic 
Control 

Enterprise 
Integration 

Service & 
Support 

Administration 

Reporting 
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